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Master your dashboard  
Manage current-day file transmissions and monitor the status of Host-to-Host security keys.  
 
Manage your cash position, online payment activity and loans. Plus, view reports and statements—
depending on your entitlements. 

Monitor your file transmissions 

Identify the number and status of transmitted files—for either the current or prior day.  

  

Click one of these options below to display a list of file transmissions and related data: 

• Failed—to view transmission that failed to complete. 

• Pending User Action—to view transmissions that require further action to complete. (This action is 

available only to Host-to-Host Online subscribers.) 

• In Process—to view transmissions being processed. 

• Sent for Processing—to view transmissions in a queue awaiting processing. 

Current Day refers to the calendar day in your selected time zone.  
 
Refer to Manage file transmission details to learn more. 
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Search for file transmissions using filters 

Find specific file transmissions—in process or completed—to review their status details. 
 

Launch a basic search 
Search to find more of your file transmissions—by their received date and transmission processing status. 
 
Follow these steps below: 

 

1. Click any of the following transmission status links on the File Transmission Dashboard: 

• Failed. 

• In Process. 

• Sent for Processing. 

 

2b. 

2a. 

3. 
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2. Click any of the following dropdown arrows: 

a. Received Date—to display the date and time (in military format) the file transmission was 

received by the bank. Then choose from: 

- Current Day—to search for file transmissions received during the current business day. 

- Prior Day—to search for file transmissions received during the prior business day. 

- Date Range—to set a specific date range. 

b. Status—to display the status of the file transmission received. 

- In Process. 

- Failed. 

- Sent for Processing. 

3. Click Apply. 
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Launch a detailed search 
Search using extensive filter options to find more of your file transmissions. 
 
Follow these steps below: 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

1. Click the filter icon on the File Transmission page.  

A Filter panel displays. 

2. Select one of the following options in the Received Date section: 

• Current Day. 

• Prior Day. 

• Select Date Range. (Click the calendar icon—then select a date range.) 

3. Click the Time Range dropdown arrows—then select a start and end time.  

You can also type a specific time in each of the fields. 

4. 

2. 

3. 

5. 

6. 

7. 
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4. In the File Status section, choose one or more of the following options to include in your 
search: 

• Failed. 

• In Process. 

• Sent for Processing.  

5. Select one or more Partner ID(s) from the dropdown list. 

6. Enter search text in the following sections: 

• Data Type (e.g. Payments or Reporting). 

• Data Format (e.g. ISO or CSV). 

• File Name. 

• File Number. 

7. Click one of the following: 

• Apply—to begin a search using the above terms. 

• Clear—to reset fields you haven’t yet applied to the search. 

• Cancel.   
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Keep track of security key expiration dates 

Identify which of your Host-to-Host security keys—and bank keys—are set to expire and need renewal.  

 
The Key Status section identifies the following: 

• Your Host-to-Host security keys (Client Keys) and their expiration dates. 
• Bank keys and their expiration dates. 

 
Progress bars indicate how close security keys are to expiring.  
 
Click Go to Key Mgmt to view more details and to renew all keys. 
 
For more info, go to Manage your Host-to-Host security keys. 
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Manage file transmission details 

Follow these steps to easily view details of your file transmissions. 
 

 

1. Click a file name to display the full, unique name of the file—then click Copy (if you wish 
to paste in another document). 
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2. Click a partner ID to show a variety of File Definition information used on Host-to-Host.  

Always refer to the Partner ID when communicating with the support team. 

3. Click Close to return to the File Transmissions screen. 

Other file transmission information includes the following:  
 
• More Info—Displays a summary of contents for eligible files.  

Go to Know your transmission files' contents for a description of the information in the summary. 

• Data Type/Format—Displays information about the file contents and format (in general, but not 

always). 

This information cannot be changed without changing the Host-to-Host setup on both the client 

system and J.P. Morgan system. 

• Direction—Indicates file flow from either Bank-to-Client or Client-to-Bank. 

• Current Step—Indicates a file’s stage in the transmission process.  

A Failed status may note a reason in this column. 

• Size—Displays the original file size in bytes. 
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• Received—Shows when the Host-to-Host application received the file. 

The timestamp refers to the date and time on the Host-to-Host server—which is based on U.S. 

Eastern Time. 

• Last Updated—Shows when the file was last updated by Host-to-Host. 

The timestamp refers to the date and time on the Host-to-Host server—which is based on U.S. 

Eastern Time. 
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Know your transmission files’ contents  

Get summary information about the contents of certain files.  
 
The File Content Summary is available for most Host-to-Host payment files, ACH files and check-issuance 
files.  

 
 

Click the information icon ( ) in the More Info column for an eligible file to see a summary of the file 
contents.   
 
Some or all of the information below may display, depending on the file format. 
  

• Type—Indicates whether the file contains payments, collections, ACH transactions or checks 

• Origin—Indicates the Immediate Origin for ACH files in the U.S. Nacha standard format.  

If more than one origin is contained within a single file, “Multiple” will display.  

• Created—Displays the date the file was created, if available.  

• TransCount—Shows the total number of transactions in the file. 

• Credit Total—Shows the total amount of credits in the ACH file. 

• Debit Total—Shows the total amount of debits in the ACH file. 

• File ID—Displays the unique File ID for payment or collection files. 

• Hash Total—Shows the sum of amount fields in payment, collection or check files  

• FirstAcct—Shows the account number on the first record of the check file. 

• FirstChk—Shows the check number on the first record of the check file. 

• LastAcct—Shows the account number on the last record of the check file. 
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• LastChk—Shows the check number on the last record of the check file. 

Manage your Host-to-Host security keys 

Monitor and renew your Host-to-Host security keys to reduce service interruptions. Follow these steps: 

 

Click Go To Key Mgmt on your dashboard to display all your Partner ID keys and bank keys.  

 
The Key Management list identifies the following information for each Host-to-Host key: 
 

• Status—lndicates whether a key is Active, Awaiting Activation or Expired. (New client or bank keys 

that need to be activated will appear here.) 

• Owner—Indicates whether the security key is yours (client) or a bank key.  

• Partner ID—Shows the account identifier used on Host-to-Host.  

• Key Type—Shows the key type. 

Different algorithms are used to create keys based on their intended usage:   
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- Keys of type SSH or SSL are used for encryption of the file transmission communications 
session (transport keys).   

- Keys of type PGP or X509-Payload are used to digitally sign and/or encrypt the file itself 
(payload keys). 

• Protocol—Identifies the secure method of communication between your system and Host-to-Host 

for a given Partner ID. 

• Serial Number—Displays the identifying number of the key. 

This number may be established at the time of creation of the key or may be assigned when the 
key is installed.  

Click the icon in the More Info column for the key’s fingerprint—if the serial number doesn’t fully 
identify your key. 

• Common Name—Displays the name given to the key when created or installed. 

• Days to Expiration—Shows the number of days until expiration—along with a progress bar that 

indicates the remaining key life. 

• Expiration Date—Shows the date the key will expire.  

• More Info— Provides additional information about the key. 

Click to open Key Details, including its fingerprint and certificate chain details for SSL keys.  

You may also see the address of the Host-to-Host server where the key is installed.  

• Action—Indicates the following actions to take. 

- Upload—to replace an expiring client key. 

- Activate—to promote an uploaded client key to production. 

- Download—to download a new bank key.  
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Upload a new client key 
Follow these steps to upload a new client security key to replace soon-to-expire or expired keys. 

 

1. Click Upload to replace a key. 

 

2. Click Continue. 
 
Be sure to note the important information in the message box that displays. 

1. 
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3. Select at least one Digital Signature option. 

You must digitally sign the upload transaction.  
 
If you choose Certificate, ensure the new key is digitally signed with your existing, active signature 
(PGP) key.   
 
The ascii armor option must be used when applying the signature to the file. 

4. Click Browse to find and select the replacement key file. 

Select an appropriate file type, based on the key type.  
 
Valid key file extensions are: 
 
• SSH:  *.txt  *.pub 

• PGP:  *.txt  *.acs 

• X509-Payload:  *.txt  *.p7b 

5. Click Upload. 

If prompted, enter your password and token code. 
 
Another user must activate the new uploaded key.  

5. 

4. 

3. 
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Activate a key 
Learn how to activate a newly uploaded key. 

When you upload a new key, another user must activate it.  

Use the new key once it’s activated—for all of your Host-to-Host transmissions. (The old key will no longer 
function.) 

 
 
Follow these steps to activate new keys:   

1. Click Activate. 

2. When prompted, enter your Access password and token code. 

3. Click Submit. 

There may be a 30-minute delay before a new PGP key is available for use. 

  

1. 

2. 

3. 
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Download a new bank key 
Follow these steps to download a new bank security key to replace a soon-to-expire or expired key. 

 

1. Identify the bank key—and its approaching expiration date. Then, confirm whether 
the bank key is needed for file transmissions with your file transmission application’s 
tech administrator. 

2. Next, identify the replacement bank key. (The replacement must be the same Key 
Type as the expiring key—and have the same Partner ID.)    

The bank key is displayed in the following ways: 

• Bank—in the Owner column.   

• Awaiting Activation—in the Status column. 

• Active—in the Status column (if the expired or expiring key has already been retired). 

3. Click Download for a new bank key. 

 
A text file will be downloaded—according to your browser settings. 

4. Contact your tech administrator to install the downloaded bank key in your transmission 
application, as needed.  

The bank key cannot be used until this step is completed. 

 

 

1. 

2. 3. 
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